
Private messaging for everyone

Intro

Olvid is the first private messaging app for everyone. It ensures end-to-end security, requires no personal data, while
remaining simple to use. Thanks to Olvid, you don’t have to trust anyone or anything to have a private conversation on
the internet.

Overview
How to communicate with an unprecedented security level, without giving away any data to the publisher? How can
communications be resumed in case of a cyber attack?

The usual means of communication (email, collaborative software suites, instant messaging for the general public - such
as WhatsApp, Signal, Telegram… - and professionals, etc.) base their security on imposed centralized servers, most often
directories that you are forced to trust, and with which you must share your data and that of your colleagues and
correspondents. The risks are multiple: the possibility of decrypting/modifying exchanges by the provider, manipulation of
identities, exploitation of personal data, risk of cyber attacks and espionage by governments.

With Olvid, the excellence of cryptographic protocols allows to mathematically prove the impossibility for a third party to
gain access to the communications. This is a technological revolution: you share absolutely no data with the service
provider. As the only instant messaging solution certified by ANSSI, Olvid addresses all of the following issues: controlling
digital identities, protecting data in compliance with GDPR, securing internal and external communications, fighting
against shadow IT, freeing yourself from foreign solutions subject to extraterritorial laws, maintaining communications
during an IT crisis, and offering easy-to-use tools.

Commitments
➢ No spying. No data leak: Olvid guarantees the inviolability of your communications by encrypting absolutely

everything, data and metadata.

➢ No exploitation of personal data: Olvid does not ask you for any personal data to operate (no phone number, no
email address...) and leaves no trace on the servers. No third party can know with whom you are exchanging.

➢ No identity theft possibility: Olvid allows you to create your own contact list by simply verifying the identity of
each of your contacts yourself, or by trusting your own directory.

Uses Cases
➢ Confidential internal communications: among the executive committee, multi-site, inter-subsidiaries, strategic

operational departments, legal departments (mergers and acquisitions, contracts), finance, IT, R&D (industrial
secrets, know-how), HR, sales (calls for tender, contracts, discounts)...

➢ External communications: with subcontractors, service providers, consultants, lawyers…

➢ Crisis Management & Business Continuity Plan (BCP): as part of the Business Continuity Plan for managing a
cyber crisis, Olvid allows everyone to continue communicating, even when the information system is under
attack, operating in degraded mode, or even has to be shut down.

Features

Free version: exchange texts, attachments (whatever
the file size), groups, ephemeral messages,
multi-profiles (personal, professional...), receive secure
calls.

Premium version (Olvid Enterprise): all the free
features as well as initiate secure one-to-one and
group audio and video calls, multi-device (use Olvid on
iOS, Android, Windows, macOS and Linux),
automated deployment (SSO integration, MDM),
simplified management (administration console,
managed groups, instant revocation), BOTs to inject all
types of external information streams into Olvid and
automate internal processes.

https://olvid.io/pricing/en/

https://olvid.io/pricing/en/

